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**** START OF CHANGES ****
[bookmark: _Toc19634908]15.5	Security features for NSaaS
When provisioning a network slice instance, whether Network Slice Specific Authentication and Authorization is required may be configured for NSaaS. Network slice UP security policy (i.e. confidentiality protection and integrity protection) may also be configured for NSaaS. However, PLMN shall be able to ignore these requests (e.g. if it goes against its policy on UP protection). 
Note: the management services and procedure for network slice provisioning are specified in TS 28.531 [55].
 
**** END OF CHANGES ****
